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PERVASIVE computing

Mark Welser was the chief technology officer at Xerox’s Palo Alto Research Cen-
ter (Parc). He is often referred to as the father of ubiquitous computing. He coined the
term in 1988 to describe a future in which invisible computers, embedded in everyday
objects, replace PCs. Other research interests included garbage collection, operating sys-
tems, and user interface design. He received his MA and PhD in computer and com-
munication science at the University of Michigan, Ann Arbor. After completing his PhD,
he joined the computer science department at the University of Maryland, College Park,
where he taught for 12 years. He wrote or cowrote over 75 technical publications on such
subjects as the psychology of programming, program slicing, operating systems, pro-
gramming environments, garbage collection, and technological ethics. He was a mem-
ber of the ACM, IEEE Computer Society, and American Association for the Advance-
ment of Science. Weiser passed away in 1999. Visit www.parc.xerox.com/csl/
members/weiser or contact communications@parc.xerox.com for more information
about him.

The Computer
for the 21st Century

Specialized elements of hardware and software, connected by wires,
radio waves and infrared, will be so ubiquitous that no one will notice

their presence.

By Mark Weiser

|

¥ he most profound technologies are

those that disappear. They weave

themselves into the fabric of everyday

life until they are indistinguishable
wtee  from it.

Consider writing, perhaps the first information
technology. The ability to represent spoken language
symbolically for long-term storage freed informa-
tion from the limits of individual memory. Today
this technology is ubiquitous in industrialized coun-
tries. Not only do books, magazines and newspa-
pers convey written information, but so do street
signs, billboards, shop signs and even graffiti. Candy
wrappers are covered in writing.
The constant background pres-
ence of these products of “liter-

I acy technology” does not require

active attention, but the infor-
mation to be transmitted is ready for use at a glance.
It is difficult to imagine modern life otherwise.
Silicon-based information technology, in contrast,
is far from having become part of the environment.
More than 50 million personal computers have been
sold, and the computer nonetheless remains largely
in a world of its own. It is approachable only
through complex jargon that has nothing to do with
the tasks for which people use computers. The state
of the art is perhaps analogous to the period when
scribes had to know as much about making ink or
baking clay as they did about writing.
The arcane aura that surrounds personal com-
puters is not just a “user interface” problem. My

Reprinted with permission. Copyright 1991 by Scientific American, Inc. All rights reserved.

colleagues and I at the Xerox Palo Alto Research
Center think that the idea of a “personal” computer
itself is misplaced and that the vision of laptop
machines, dynabooks and “knowledge navigators™
is only a transitional step toward achieving the real
potential of information technology. Such machines
cannot truly make computing an integral, invisible
part of people’s lives. We are therefore trying to con-
ceive a new way of thinking about computers, one
that takes into account the human world and allows
the computers themselves to vanish into the back-
ground.

Juch a disappearance is a fundamental conse-
quence not of technology but of human psychology.
Whenever people learn something sufficiently well,
they cease to be aware of it. When you look at a
street sign, for example, you absorb its information
without consciously performing the act of reading.
Computer scientist, economist and Nobelist Her-
bert A. Simon calls this phenomenon “compiling”;
philosopher Michael Polanyi calls it the “tacit
dimension”; psychologist J.J. Gibson calls it “visual
invariants”; philosophers Hans Georg Gadamer and
Martin Heidegger call it the “horizon™ and the
“ready-to-hand”; John Seely Brown of PARC calls
it the “periphery.” All say, in essence, that only when
things disappear in this way are we freed to use them
without thinking and so to focus beyond them on
new goals.

The idea of integrating computers seamlessly into
the world at large runs counter to a number of pre-

PERVASIVE computing
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Project Natick:
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3 test groups + control
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1/8 failure rate of control

Pulling up later this year to
assess corrosion and server wear
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https://aka.ms/ITSOC
https://aka.ms/AzureSentinel
http://aka.ms/threatintelligence
https://aka.ms/AzureSentinel
https://docs.microsoft.com/en-us/azure/active-directory/active-directory-conditional-access-azure-portal
https://docs.microsoft.com/en-us/information-protection/get-started/requirements-applications
https://blogs.technet.microsoft.com/enterprisemobility/2015/09/08/sealpath-brings-rms-protection-to-autocad/
https://docs.microsoft.com/en-us/windows/security/threat-protection/microsoft-defender-atp/microsoft-threat-experts
https://aka.ms/dart
https://docs.microsoft.com/en-us/azure/active-directory/active-directory-conditional-access-azure-portal
https://aka.ms/AzureSentinel
https://docs.microsoft.com/microsoft-365/security/mtp/microsoft-threat-protection
https://www.microsoft.com/en-us/WindowsForBusiness/windows-atp
https://www.microsoft.com/en-us/WindowsForBusiness/windows-atp
https://docs.microsoft.com/en-us/windows/security/threat-protection/windows-defender-atp/windows-defender-advanced-threat-protection
https://www.microsoft.com/en-us/cloud-platform/cloud-app-security
https://support.office.com/en-us/article/Office-365-ATP-for-SharePoint-OneDrive-and-Microsoft-Teams-26261670-db33-4c53-b125-af0662c34607
https://docs.microsoft.com/en-us/azure-advanced-threat-protection/
https://www.microsoft.com/en-us/cloud-platform/cloud-app-security
https://www.microsoft.com/en-us/microsoftservices/campaigns/cybersecurity-protection.aspx#stage-3
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" “A computer in every desk and
" every home.”

— Bill Gates, 1975
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